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| Physical Control Recommendations |
| * **Protective Barriers** - mechanisms that provide a physical barrier are often the outermost layer of security. Example: **man traps** * **Closed Circuit Television (CCTV)** - a control mechanism that consists of video cameras * **Alarm Systems** - trigger a response if another physical control is breached * **Heating, Ventilation, and Air Conditioning (HVAC) systems** - a classification of technology that provides air quality regulation for areas |
| Logical Control Recommendations |
| * [**Intrusion Detection Systems (IDS) and Intrusion Prevention Systems (IPS)**](https://purplesec.us/intrusion-detection-vs-intrusion-prevention-systems/) * **Antivirus and Anti-Malware Software** * **Security Incident and Events Management (SIEM)** * **Firewall** * [**Access Control Lists (ACL)**](https://www.ittsystems.com/access-control-list-acl/) **–** Network traffic filters that can control incoming or outgoing traffic |
| Administrative Control Recommendations   * **Security Awareness Training** * **Change Management** * **Hardening** |
| *(include the names of the attached policy documents)* |